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In today’s world, security of network system is an important research area. As size of data is increasing exponentially, protection of the same is getting more and more importance. Day by day, difficult security mechanism is being applied for protecting the system from cryptanalyst. In spite of the fact, security is broken by undesired users in many cases. Our paper is focused to apply a hybrid encryption algorithm for transferring data. Learning mechanism is applied to detect intruders while data is in transmission. Once, intruder is detected or suspected, dynamic encryption algorithm is applied to protect future data in the following secured connections.

Keywords: Cryptanalyst, Dynamic Encryption Algorithm, Learning.

1. INTRODUCTION

Importance of maintaining security in the network data, has led the researchers to think, find out more and more difficult security mechanism. Objective of finding such security mechanism is to make the job of unauthorized user, harder. An unauthorized user has to face a challenge to break the security system as the computational difficulty is involved in designing the security mechanism. Therefore, breaking of security system for an unauthorized user will be challenging task. Attacks can be classified into two, passive attack and active attack. In Passive attack, unauthorized user tries to enter into the system and read the message in the media. In active attack, user tries to modify the message. In our work, plain text has converted into cypher text applying a hybrid encryption algorithm. Using this hybrid algorithm, confidential data is being sent from one server to another server through Virtual Private Network. Learning based Intrusion Detection System \cite{1}, \cite{2}, \cite{3}, \cite{4}, \cite{5} has been implemented in both the two servers to monitor the network data, to detect the intruder. If any intruder is detected by any of this server, immediately, dynamic encryption algorithm \cite{6}, \cite{7}, \cite{8}, \cite{9}, \cite{10} is applied to send further data into the network.

Section 2 depicts detecting intusion, Section 3 narrates Encryption, Section 3 explicates our Proposed Hybrid Encryption CCRX algorithm, Section 4 describes Dynamic Encryption, Section 5 explains the implementation part in Experimental Results, Section 6 concludes our work as well as focuses future work.

2. Detecting Intrusion

Intruders are defined as unauthorized users who want to access the network or system to access or damage important information of the system. It is very important to study the characteristics of the network traffic, classify normal and anomaly traffic and stop accessing the network or system by anomaly traffic to protect the system from intruders. Intrusion Detection
CCRX Encryption Algorithm without any additional information added to the frame size of the message. Therefore, computational time for decrypting the Cipher Text Message will be more for the Cryptanalyst.

7. Conclusions and Future Work

Our proposed system provides a complex encryption algorithm and also provides the mechanism of changing encryption algorithm for the user whose data has been attempted for stealing. For each user, each and every time unauthorized user is detected, dynamic encryption algorithm will be applied depending on the random number generated from the system and the time of detection of attack. From time complexity analysis, it is clear that computation time of CCRX Hybrid Decryption algorithm is higher than any single decryption algorithm. In future work, emphasis will be given on designing of learning system of Intrusion Detection System.
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