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The ongoing journey of secure software development process since the creation of security discipline has been marked with the advent of different security activities. Although each activity has its context and cognoscenti, developers often face the difficulty of choosing one activity over other as each activity has some pros and cons. To ease up the task of selecting security activity for decision makers in this paper we first suggest an approach that performs meaningful measurement providing effectiveness of security activity qualitatively. The MOD analysis (Mission Objective Driver Analysis) presents the systematic analysis and provides base for measuring security activity effectiveness. In the next section we provide a quantitative approach for measuring effectiveness of security activities in terms of its Risk Removal Efficiency Factor (RREF). Here, we have considered security activities of CLASP (Comprehensive, Lightweight Application Security Process) software development process. In order to complement the theoretical discussions, the results of applying proposed approach on some security activities confirm findings of the theoretical study.
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1. INTRODUCTION

Software security has to be defined, measured and studied and even experienced in project development. As a security activity has many dimensions, it has to be looked through a variety of factors including its effectiveness during integration with system software. Developers ability to decide about integration of security activities from a set of activities starts and ends with his perception of the effectiveness of security activities. Therefore the goal of this paper is to measure effectiveness of security activities for secure software development process qualitatively and quantitatively. We have already presented qualitative analysis as our previous research work in [1]. In this best possible activity is selected from the pool of security activities at the time of integration. By effectiveness of security activities we mean that the considered activity will produce the intended result and shows its impression in achieving security of software system. The foundation of our qualitative approach is kept on MOD analysis suggested in [2]. It describes a way for conducting systematic analysis of interactively complex software reliance system.

Proposed approach first identifies the set of factors, called drivers used to measure effectiveness in relation to its mission and objectives. After considering CLASP security activities as drivers we have framed an associated question related to each driver individually. To answer each driver question certain key aspects are considered, named as considerations. Then driver is analyzed on five-point scale, assisting developers to incorporate different levels of probability in their response. Furthermore, rationale with the consideration is shown using which analyst can describe the reason for choosing particular response. Response speci-
Table 3
Result Interpretation of One Tail T- Test

<table>
<thead>
<tr>
<th>Probability of Type I Error</th>
<th>0.05 to 0.01</th>
<th>0.01 to 0.0025</th>
<th>0.0025 to 0.0005</th>
</tr>
</thead>
<tbody>
<tr>
<td>Equivalent Confidence Level</td>
<td>95% to &lt; 99%</td>
<td>99% to &lt; 99.75%</td>
<td>99.75% to 99.95%</td>
</tr>
<tr>
<td>Effectiveness in terms of Risk Removal Efficiency</td>
<td>Effective</td>
<td>Very Effective</td>
<td>Extremely Effective</td>
</tr>
</tbody>
</table>

Table 4
Combined Evaluation Results

<table>
<thead>
<tr>
<th>Sr. No.</th>
<th>Security Activities</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>Others</th>
<th>Total Responses</th>
<th>Mean</th>
<th>Median</th>
<th>Variance</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Specify Operational Environment</td>
<td>2</td>
<td>10</td>
<td>20</td>
<td>11</td>
<td>3</td>
<td>7</td>
<td>46</td>
<td>3.0</td>
<td>3.0</td>
<td>0.9</td>
</tr>
<tr>
<td>2</td>
<td>Detail Misuse Cases</td>
<td>3</td>
<td>12</td>
<td>14</td>
<td>8</td>
<td>6</td>
<td>4</td>
<td>43</td>
<td>3.0</td>
<td>3.0</td>
<td>0.01</td>
</tr>
<tr>
<td>3</td>
<td>Identify Global Security Policy</td>
<td>2</td>
<td>4</td>
<td>14</td>
<td>2</td>
<td>2</td>
<td>6</td>
<td>24</td>
<td>2.9</td>
<td>3.0</td>
<td>1.0</td>
</tr>
<tr>
<td>4</td>
<td>Identify User Roles and Trust Boundaries</td>
<td>1</td>
<td>3</td>
<td>22</td>
<td>12</td>
<td>2</td>
<td>13</td>
<td>40</td>
<td>3.3</td>
<td>3.0</td>
<td>0.5</td>
</tr>
<tr>
<td>5</td>
<td>Identify User Roles and Resource Capabilities</td>
<td>2</td>
<td>9</td>
<td>8</td>
<td>20</td>
<td>2</td>
<td>8</td>
<td>41</td>
<td>3.3</td>
<td>4.0</td>
<td>1.1</td>
</tr>
<tr>
<td>6</td>
<td>Document Security-Relevant Requirements</td>
<td>6</td>
<td>9</td>
<td>5</td>
<td>22</td>
<td>12</td>
<td>11</td>
<td>54</td>
<td>3.5</td>
<td>4.0</td>
<td>1.7</td>
</tr>
</tbody>
</table>

nity in measuring the effectiveness of each security activity separately. For measuring effectiveness, first of all we have determined objective of analysis and then factors affecting that objective. For qualitative implementation security activities have been considered as factors, as they affect the software security in a significant manner. Afterwards, for each security activity we create certain considerations to be assessed for reaching to a conclusion.

Finally, decision or effectiveness of a security activity is given in the form of response by analyst after analyzing considerations and specifying rationale or reasons behind the response. We have also measured here security activities quantitatively in terms of their risk removal efficiency using hypothesis testing. This paper concludes that measuring effectiveness of security activity will further assist decision maker by providing guidelines to select security activity which could be more beneficial to integrate with the development process. Empirical evidence based on interview conducted and supporting literature validates our approach. The main aim of our research is to develop a structured framework for addressing security issues during software development. Present approach assists us in fulfilling this aim by providing an inevitable step for overall secure development process. In future this approach must be extended by adding more aspects in measurement. Also we look to incorporate other factors useful for building a secure software system.
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